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EXTRA EXTRA, 
NEWSPAPERS

WANTED
-BOUND VOLUMES OR 

LONG RUNS. ALL 19™ AND 
20™ CE NTU RY AUSTRALIAN 

AND OVERSEAS 
NEWSPAPERS

-A L S O  P O P U L A R  
M A G A Z IN E S  (e .g  life , Look, 

W om en's W eekly, e tc .)

Contact: Hannah 5ehlr Paper World P.Q {jo* 345 Fiemington 
3031, Ph; 1SCX> E l 1755 Email: ha nnah@papefWorld.coen ,a u 

(Member of the Ephemera Society of Australia)
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Most of Australia's library and  information 
professionals are well aw are  of the Governm ent's 
cam paigns promoting good cyber security 
practices and educating  children particularly about 
handling those very modern problems of cyber  
bullying and  stalking. Hundreds of libraries promote 
these m essages every year and ALIA is a  supporting 
partner of the 
Governm ent's 
C yb er Awareness 
programs.
Increasingly 
though, w e  
are also being 
w arned about 
the perils of 
identity theft as 
w e live our lives via our iPads and laptops.

You m ay have heard already about the scam  in 
which your friends are em ailed, supposedly by you, 
that you are stuck in som e rem ote p lace  in urgent 
need of funds to get hom e. An ALIA m em ber was

recently targeted with this very scam , with his friends 
and neighbours being told he w as stuck in Manila. 
He has smart -  and kind -  neighbours b e cau se  they 
ch e ck e d  before acting on ‘his' request to send  
m oney via Western Union.

This particular scam  w as the handiwork of identity 
thieves. As well as producing the frightening emails

requesting urgent 
assistance, the scam  
includes spyware  
that retrieves email 
files in their entirety, 
netting copies of 
your online shopping 
orders, eBay activity, 
resumes in em ailed  
job applications, 

e-payslips, and w hatever else you have been  
carefully keeping. This is one instance w hen your 
information m anagem ent training c a n  m ean you 
are making it just too easy  for an identity thief.

The Attorney-General's website at w w w .ag.gov. 
au/identitysecurity has a  w ide range of resources for 
individuals and for LIS w orkplaces to use to promote 
identity protection, including dow nloadable  
booklets and  posters.

The G overnm ent counsels frequent password 
chan g es and a  com plete ch a n g e  of bank details 
if you have  the slightest suspicion of a  problem. It's 
also important to report any incidences of identity 
theft to the departm ent or a g e n cy  that issued 
you with that docum ent. This will help protect you 
from an y  unauthorised use later. And advising your 
bank m eans there is a  record in their system too -  
though the banks are getting som ew hat better at 
identifying unusual patterns of credit card  use or 
a cco u n t activity, o n ce  you have lodged a  report, 
you have a  m easure of protection.

For more information on w hat to do about 
lost, stolen or found identity docum ents, visit the 
Attorney-General's website -  and  share that 
information around with your library or information 
service's patrons.

Le e  W elch

P r o t e c t i n g  y o u r s e l f  i n  t h e  d i g i t a l  a g e

T H I S  IS O N E  I N S T A N C E  W H E N  Y O U R  

I N F O R M A T I O N  M A N A G E M E N T  T R A I N I N G  

C A N  M E A N  Y O U  A R E  M A K I N G  IT J U S T  

T O O  E A S Y  F O R  A N  I D E N T I T Y  T H I E F .

http://www.ag.gov

